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Code of Business Conduct and Ethics of Blackbaud, Inc. 

Introduction 
This Code of Business Conduct and Ethics of Blackbaud, Inc. (this “Code”) covers a wide range of 
business practices and procedures. It does not cover every issue that may arise, but it sets out basic 
principles to guide all directors, officers, and employees (collectively, “Associates”) of Blackbaud, Inc. 
and its subsidiaries (collectively, the “Company”). All Associates must conduct themselves according 
to this Code and seek to avoid the appearance of improper behavior. 

Please refer to the Company’s Code of Ethics for CEO and Senior Financial Officers for additional 
policies to which the chief executive officer and senior financial officers of the Company are subject. 

If a law conflicts with a policy in this Code, you must comply with the law. If you have any questions 
about these conflicts, you should ask your supervisor, manager, or other appropriate personnel how 
to handle the situation. 

Those who violate the standards in this Code will be subject to disciplinary action, up to and including 
termination of employment. If you are in a situation that you believe may violate or lead to a 
violation of this Code, follow the guidelines below. 

At Blackbaud, we uphold the highest governance and ethical standards and pledge to maintain a fair 
and healthy work environment. Every Blackbaud employee must complete annual training which 
consists of reading, understanding, and affirming compliance with this Code. Also included as part of 
the annual training is a review of the Blackbaud Human Rights Policy. 

Reporting and Disciplinary Matters 

1. Reporting Suspected Noncompliance
We must all work to ensure prompt and consistent action against violations of this Code. However, in
some situations it is difficult to know if a violation has occurred. Since we cannot anticipate every
situation that will arise, it is important that we have a set of guidelines against which to assess any
questionable actions or potential violations of this Code.

a. Do you have all the facts? In order to reach the right solutions, we must be as fully informed
as possible.

b. Ask yourself: What specifically am I being asked to do? Does it seem unethical or improper?
This will enable you to focus on the specific issue and available options. Use your judgment and
common sense; if something seems unethical or improper, it probably is.

c. Clarify your responsibility and role. Are your colleagues informed? It may help to get others
involved and discuss the problem. Discuss the problem with your supervisor. This is the basic
guidance for all situations. Your supervisor may be more knowledgeable about the question
and will likely appreciate being brought into the decision-making process. Remember that it is
your supervisor’s responsibility to help solve problems. Directors should discuss any concerns
with the Chairman of the Board or another director. If for any reason a director is not
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comfortable discussing such concerns with other members of the Board, the director should 
contact the Company’s General Counsel. 

d. Seek help from Company resources. In the case where it may not be appropriate to discuss an
issue with your supervisor or where you do not feel comfortable approaching your supervisor
with your question, you are strongly encouraged to discuss it with your Human Resources
business partner, any other appropriate personnel or to report it to the Company using the
Ethics Hotline described in Section 2 of this Code.

e. You may report ethical violations in confidence and without fear of retaliation. If your situation
requires that your identity be kept secret, your anonymity will be protected to the fullest extent
possible. The Company does not permit retaliation of any kind against Associates for reports of
ethical violations.

f. Always ask first, act later. If you are unsure of what to do in any situation, seek guidance before
you act.

Associates are encouraged to talk to supervisors, managers or other appropriate personnel about 
potential illegal or unethical behavior and when in doubt about the best course of action in a 
particular situation. It is the policy of the Company not to allow retaliation for reports of misconduct 
by others made in good faith by Associates. Associates are expected to cooperate in internal 
investigations of misconduct. 

2. Ethics Hotline
Associates may report potential illegal or unethical behavior or noncompliance with this Code to the
Ethics Hotline by calling one of the phone numbers listed below or by using the online reporting
portal at www.blackbaud.ethicspoint.com.

Australia: 1-800-953-907 
Costa Rica: 0800-032-0039 
UK & Northern Ireland: 0800-090-3177 
US & Canada: 800-891-4945 

Associates not located in a region listed above may report violations via the online reporting 
portal. 

3. Investigation of Violations
If the Company receives information regarding an alleged violation of this Code, it will, in accordance
with any further procedures established by the Board or a Board committee:

a. Evaluate such information as to gravity and credibility;
b. Initiate an informal inquiry or a formal investigation with respect thereto;
c. Prepare a report of the results of such inquiry or investigation, including recommendations as

to the disposition of such matter;
d. Make the results of such inquiry or investigation available to the Board or a Board committee

for action, including disciplinary action; and
e. Recommend changes in this Code necessary or desirable to prevent further similar violations.
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Confidentiality and anonymity will be maintained to the fullest extent possible, consistent with the 
need to conduct an effective review. However, the Company may disclose the results of 
investigations to law enforcement or regulatory agencies. 

If a report, complaint or concern relates to Accounting Matters, the General Counsel’s office will (a) 
when appropriate, acknowledge receipt of the complaint to the sender, and (b) promptly 
communicate it to the Audit Committee. Such reports, complaints or concerns will be reviewed under 
Audit Committee direction and oversight by the General Counsel’s office, internal audit department 
or such other persons as the Audit Committee determines to be appropriate. Prompt and 
appropriate corrective action will be taken when and as warranted in the judgment of the Audit 
Committee. 

The Company will not discharge, demote, suspend, threaten, harass or in any manner discriminate 
against any employee solely as a result of his or her lawful actions in connection with the reporting of 
complaints regarding Accounting Matters or otherwise as specified in Section 806 of the Sarbanes- 
Oxley Act of 2002. 

The General Counsel’s office will maintain a log of all complaints, tracking their receipt, investigation 
and resolution, and shall prepare a periodic summary report thereof for the Board (and for the Audit 
Committee in connection with Accounting Matters). 

4. Disciplinary Actions
The Company will consistently enforce this Code with appropriate discipline. The Company will
determine whether violations of this Code have occurred and, if so, will determine the disciplinary
measures to be taken against any Associate who has violated this Code.

The disciplinary measures might include counseling, oral or written reprimands, warnings, probation 
or suspension without pay, demotions, reductions in salary and termination of service or 
employment. 

Persons subject to disciplinary measures will include, in addition to the violator, others involved in 
the wrongdoing such as (a) persons who fail to use reasonable care to detect a violation, (b) persons 
who withhold material information regarding a violation, and (c) supervisors who approve or 
condone the violations or attempt to retaliate against employees or Company agents or 
representatives for reporting violations or violators. 

Please note that if the Company concludes that allegations have been raised maliciously or with a 
view toward personal gain, disciplinary action will be taken. 

Maintaining a Fair and Healthy Work Environment 

5. Compliance with Laws, Rules and Regulations
Obeying the law, both in letter and in spirit, is the foundation on which the Company’s ethical
standards are built. All Associates must respect and obey the laws of the cities, states, countries and
other jurisdictions in which we operate, including applicable laws in all countries to which Associates
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may travel or otherwise do business on behalf of the Company. The fact that, in some instances, 
certain laws may not be enforced, or a violation of certain laws may not be publicly criticized in a 
foreign jurisdiction is not an excuse for noncompliance. Note also that many U.S. laws, rules and 
regulations extend to the Company’s activities outside the U.S. Although not all Associates are 
expected to know the details of these laws, it is important to know enough to determine when to 
seek advice from supervisors, managers or other appropriate personnel. 

As needed, the Company will hold information and training sessions to promote compliance with 
laws, rules and regulations, including insider-trading laws. 

6. Equal Opportunity
The Company is an equal opportunity employer and makes all decisions of employment on the basis
of merit, qualifications and abilities, with consideration given to appropriate principles of Equal
Employment. The Company is committed to hiring, developing, promoting and providing other terms
and conditions of employment in accordance with Equal Employment principles and does not
discriminate in employment opportunities or practices on the basis of age, sex, race, color, national
origin, religion or belief, disability, genetic information, marital or civil partnership status, sexual
orientation, gender identity, gender reassignment, gender expression, citizenship, pregnancy or
maternity, veteran status, or any other status protected by national, federal, state or local law. In
some cases, local laws and regulations may provide greater protections than those outlined here.
This policy governs all aspects of employment, including job selection, job assignment,
compensation, performance evaluations, discipline, demotion, termination, benefits and training.

In addition, it is the policy of the Company to provide a work environment that is free from unlawful 
discrimination. If at any time an employee feels that he or she has been subjected to or has observed 
discrimination, the employee is strongly encouraged to report such conduct to his or her supervisor 
or manager immediately so that an investigation can be initiated, and appropriate action can be 
taken. If for any reason the employee does not feel comfortable contacting his or her supervisor or 
manager about the matter, the employee is strongly encouraged to report the matter to the 
Company’s Senior Human Resource Officer or report it to the Company using the Ethics Hotline 
described in Section 2 of this Code. The confidentiality of all such inquiries and reports will be 
respected to the fullest extent possible. 

Associates can raise concerns and make reports without fear of retaliation. The Company prohibits 
retaliation against individuals who report perceived discrimination pursuant to this policy, or against 
any individuals who assist or participate in the investigation of any complaint or otherwise oppose 
discrimination. Anyone found to be engaging in any type of unlawful discrimination will be subject to 
disciplinary action, up to and including termination of employment. 

Effective management of this equal opportunity policy is an important strategic objective. Every 
Company manager is expected to abide by this policy and uphold the Company’s commitment to 
workforce diversity. 

7. Anti-Harassment Policy
In order to promote a professional and productive work environment in which all Associates are
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treated with dignity, courtesy and respect, the Company has adopted a Harassment Free Workplace 
Policy governing the prohibition of all forms of harassment. Such policy has been distributed to every 
Associate. 

If at any time an Associate has been subjected to any conduct such Associate believes violates the 
Harassment Free Workplace Policy or witnesses any such conduct, the Associate must follow the 
reporting procedures set out in the Harassment Free Workplace Policy. Any report under the policy 
may be made by an Associate using the Ethics Hotline described in Section 2 of this Code. 

A violation of the Harassment Free Workplace Policy will also constitute a violation of this Code. 

8. Associations and Collective Bargaining
The Company respects the legal rights of its employees to associate freely, form and join workers
organizations and collectively bargain where permitted by law. The Company will not discriminate
against an employee because they are a member of a collective bargaining unit.

The Company is committed to following all applicable labor laws that require a minimum wage and 
overtime payments as a way of ensuring an adequate standard of living for all of its employees. 

9. Health and Safety
The Company is committed to keeping its workplaces and facilities free from hazards. We are all
responsible for maintaining a safe workplace and safe environment for our customers and guests by
following safety, environmental and health rules and practices. Each Associate will comply with all
safety rules and guidelines and will immediately report accidents, injuries and unsafe equipment,
practices, conditions or products to his or her supervisor or manager, or to the Company using the
Ethics Hotline described in Section 2 of this Code.

To further solidify our commitment to health and safety, the Company has adopted a specific 
Occupational Health and Safety Policy, which has been distributed to every Associate and is available 
on the Company’s website. 

10. Human Rights Commitment
The Company seeks to uphold the highest ethical standards and to engage in practices that enhance
the welfare, safety, and well-being of our employees, suppliers, and wider communities. The Company
supports the human rights principles contained in the United Nations Universal Declaration of Human
Rights, Global Compact and Guiding Principles on Business and Human Rights, and the International
Labor Organization’s Declaration on Fundamental Principles and Rights at Work. The Company is
committed to continually developing and reviewing, including through stakeholder engagement, our
business practices to uphold our commitment to human rights.

The Company will not tolerate human rights violations. 

To assist with our commitment to human rights, the Company has adopted a specific Human Rights 
Policy, which has been distributed to every Associate and is available on the Company’s website. 
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Additionally, annual training on the Human Rights Policy is included along with training on the Code of 
Conduct. 

11. Environmental and Sustainability Commitment
The Company is committed to providing world class environmental stewardship and identifies
sustainability as a key pillar of our corporate responsibility. To that end, the Company is committed to
exploring opportunities to positively impact our planet and expanding our sustainability focus.

To further our environmental and sustainability commitment, the Company has adopted a 
Sustainability Policy, which has been distributed to every Associate and is available on the Company’s 
website. 

Maintaining Integrity in the Workplace 

12. Conflicts of Interest
A “conflict of interest” exists when a person’s private interest interferes in any way with the interests
of the Company. A conflict situation can arise when an Associate takes actions or has interests that
may make it difficult to perform his or her Company work objectively and effectively. Conflicts of
interest may also arise when an Associate or a member of his or her family receives improper personal
benefits as a result of his or her position in the Company. For example, loans to, or guarantees of
obligations of, Associates and their family members may create conflicts of interest.

It is almost always a conflict of interest for an Associate to simultaneously work for or provide services 
to a customer or supplier for compensation. The Company believes that individuals working for non- 
profit organizations, which might be customers of the Company, can provide valuable service and 
insight as members of the Company’s Board of Directors (the “Board”). Therefore, such individuals 
might serve on the Board, and their independence will be affirmatively reviewed and determined by 
the Board from time to time in accordance with applicable law and stock exchange rules. In addition, 
you are not allowed to work for a competitor in any capacity. The best policy is to avoid any direct or 
indirect business connection with our customers, suppliers or competitors, except on our behalf. 

Conflicts of interest are prohibited as a matter of Company policy, except under guidelines approved by 
the Board. Conflicts of interest may not always be clear-cut, so if you have a question, you should 
consult with higher levels of management. Any Associate who becomes aware of a conflict or potential 
conflict should bring it to the attention of a supervisor or manager or report it to the Company using the 
Ethics Hotline described in Section 2 of this Code. 

13. Accounting and Auditing Matters
Any employee may submit a complaint regarding accounting, internal accounting controls, financial
reporting or auditing matters (“Accounting Matters”) without fear of dismissal or retaliation of any
kind. The Company is committed to achieving compliance with all applicable securities laws and
regulations, accounting standards, accounting controls and audit practices. The Company’s Audit
Committee will oversee treatment of Associate concerns in this area. In order to facilitate the
reporting of Associate complaints, the procedures described in Sections 1 and 2 address (a) the
receipt, retention and treatment of complaints regarding Accounting Matters, and
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(b) the submission by Associates of concerns regarding Accounting Matters.

These procedures relate to Associate complaints regarding any questionable Accounting Matters, 
including, without limitation, the following: 

a. Fraud or deliberate error in the preparation, evaluation, review or audit of any financial
statement of the Company;

b. Fraud or deliberate error in the recording and maintaining of financial records of the Company;
c. Deficiencies in or noncompliance with the Company’s internal accounting controls;
d. Misrepresentation or false statements to or by a senior officer or accountant

regarding a matter contained in the financial records, financial reports or audit
reports of the Company; or

e. Deviation from full and fair reporting of the Company’s financial condition.

14. Computer Resources and Email
Associates must respect the intellectual property rights in all technology used on behalf of Blackbaud
and comply with the requirements of all license agreements restricting the use of technology.
Associates may not make copies of software or other digital files in violation of either applicable law
or license agreements. Associates may not use the Internet or email in ways that interfere with their
job duties, violate Company policies or violate this Code.

Email systems are not entirely secure and may be susceptible to interception. Unlike a spoken 
conversation, email creates a permanent record. Any email you send can be printed by the recipient 
and forwarded by the recipient to others and is likely to be retained for a substantial period of time. 
Therefore, you should exercise the same care, caution and etiquette in sending an email message as 
you would with any other written business communications. 

Be sure your email is professional and appropriate to the circumstances. Specifically, the Company will 
not tolerate illegal, abusive, obscene, offensive or profane email. In addition, because the email system 
is a Company resource, the Company may, in certain circumstances, have a need to examine and, 
therefore, reserve the right to read all email communications and take appropriate disciplinary action 
if it deems such communication to violate Company policies. 

Internet access is provided primarily for business use. Do not download any data that you are not 
authorized to receive or that is unprofessional, inflammatory or inappropriate for business use. You 
should not abuse access to the Internet for personal purposes and should not access the Internet for 
illegal or inappropriate purposes. The Company may conduct a review of all your Internet activity, and 
evidence of abuse of the Internet facilities provided may result in termination of the Internet 
connection and disciplinary action up to and including termination. 

Protecting Blackbaud’s Assets and Reputation 

15. Record-Keeping
The Company requires honest and accurate recording and reporting of information in order to make
responsible business decisions. For example, only the true and actual number of hours worked should
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be reported. 

Many Associates regularly use business expense accounts, which must be documented and recorded 
accurately. If you are not sure whether a certain expense is legitimate, ask your supervisor, manager 
or other appropriate personnel. 

All of the Company’s books, records, accounts and financial statements must be maintained in 
reasonable detail, must appropriately reflect the Company’s transactions and must conform both to 
applicable legal requirements and to the Company’s system of internal controls. Unrecorded or “off 
the books” funds or assets should not be maintained unless permitted by applicable laws or 
regulations. 

Business records and communications often become public, and we should avoid exaggeration, 
derogatory remarks, guesswork or inappropriate characterizations of people and companies that can 
be misunderstood. This applies equally to email, internal memos and formal reports. Records should 
always be retained or destroyed according to the Company’s record retention policies. In accordance 
with those policies, in the event of litigation or governmental investigation please consult your 
supervisor, manager or other appropriate personnel. 

16. Confidentiality, Privacy, and Information Security
Associates must maintain the confidentiality of information entrusted to them by the Company and its
customers and suppliers, except when disclosure is authorized by the Company or required by laws or
regulations. Confidential information includes all nonpublic information that might be of use to
competitors, or harmful to the Company and its customers and suppliers if disclosed. It also includes
information that our Associates, suppliers and customers have entrusted to us, including personal
information. The obligation to preserve confidential information continues even after service or
employment ends. In connection with this obligation, every employee is required to execute a
confidentiality agreement prior to commencement of his or her employment with the Company.

Furthermore, adequate safeguards must be put in place, maintained and observed to ensure that 
confidential information is not used, disclosed or released, intentionally or inadvertently, to someone 
else. You must follow all applicable laws, rules and regulations directed toward privacy and information 
security. More generally, if you do not have a business reason to access confidential information, you 
should not do so. 

If you become aware of or suspect a disclosure of confidential information, inappropriate handling of 
information or data, or a security breach that may have given someone within or outside of the 
Company unauthorized access to confidential information, you must report it immediately. In addition 
to proprietary information described in the next section below, this information might include, for 
example: 

a. Contact information, such as addresses and telephone numbers;
b. Government-issued identification numbers;
c. Compensation information, performance records or personnel files;
d. Medical information, leave requests and benefit enrollments or claims; and
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e. Credit card, debit card or financial account numbers.

17. Protection and Proper Use of Company Assets
All Associates should endeavor to protect the Company’s assets and ensure their efficient use. Theft,
carelessness and waste have a direct impact on the Company’s profitability. Any suspected incident of
fraud or theft should be immediately reported for investigation. Company equipment should not be
used for non-Company business, though incidental personal use may be permitted.

The obligation of Associates to protect the Company’s assets includes its proprietary information. 
Proprietary information includes intellectual property such as trade secrets, patents, trademarks and 
copyrights, as well as business, marketing and service plans, engineering and manufacturing ideas, 
designs, databases, records, salary information, government-issued identification numbers, 
performance records or personnel files, credit card or other financial account numbers and any 
unpublished financial data and reports. Unauthorized use or distribution of this information would 
violate Company policy. It may also be illegal and result in civil or even criminal penalties. 

Maintaining Integrity in the Marketplace 

18. Competition and Fair Dealing
We seek to outperform our competition fairly and honestly. Stealing proprietary information,
possessing trade secret information that was obtained without the owner’s consent or inducing such
disclosures by past or present employees of other companies is prohibited. Each Associate should
endeavor to respect the rights of and deal fairly with the Company’s customers, suppliers, competitors
and other Associates.

No Associate should take unfair advantage of anyone through manipulation, concealment, abuse of 
privileged information, misrepresentation of material facts or any other intentional unfair-dealing 
practice. 

The purpose of business entertainment and gifts in a commercial setting is to create goodwill and 
sound working relationships, not to gain unfair advantage with customers. No gift or entertainment 
should ever be offered, given, provided or accepted by any Associate or family member of an Associate 
unless it (a) is not a cash gift, (b) is consistent with customary business practices, (c) is not excessive in 
value, (d) cannot be construed as a bribe or payoff, and (e) does not violate any laws or regulations. 

Please discuss with your supervisor, manager or other appropriate personnel any gifts or proposed 
gifts you are not certain are appropriate. 

19. Insider Trading
Associates who have access to confidential information are not permitted to use or share confidential
information for stock trading purposes or for any other purpose except the conduct of our business.
All non-public information about the Company should be considered confidential information. To use
non-public information for personal financial benefit or to “tip” others who might make an investment
decision on the basis of this information is not only unethical but also illegal. In order to assist with
compliance with laws against insider trading, the Company has adopted a specific policy governing
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Associates trading in securities of the Company. Such policy has been distributed to every Associate. 

If at any time an Associate feels that he or she has observed a violation of the insider trading 
prohibitions set out in the policy, the Associate must follow the reporting procedures set out in the 
Insider Trading Policy. Any report under the policy may be made by an Associate using the Ethics 
Hotline described in Section 2 of this Code. A violation of the Insider Trading Policy will also 
constitute a violation of this Code. 

20. Corporate Opportunities
Associates are prohibited from taking for themselves personally opportunities that are discovered 
through the use of corporate property, information or position without the consent of the Board. No 
Associate may use corporate property, information or position for improper personal gain, and no 
Associate may compete with the Company directly or indirectly. Associates owe a duty to the Company 
to advance its legitimate interests when the opportunity to do so arises.

21. Anti-Corruption and Bribery Compliance

The U.S. Foreign Corrupt Practices Act and similar laws in other jurisdictions prohibit giving anything of 
value, directly or indirectly, to officials of foreign governments or foreign political candidates in order 
to obtain or retain business. It is strictly prohibited to make illegal payments to government officials of 
any country.

In addition, the U.S. government has a number of laws and regulations regarding business gratuities 
that may be accepted by U.S. government personnel. The promise, offer or delivery to an official or 
employee of the U.S. government of a gift, favor or other gratuity in violation of these rules would not 
only violate Company policy, but could also be a criminal offense. State and local governments, as well 
as foreign governments, may have similar rules. Your supervisor, manager or other appropriate 
personnel can provide guidance to you in this area. 

Under no circumstances does the Company allow our Board members, officers, employees, or any 
third party acting on our behalf, to give or receive bribes or kickbacks in order to influence a business 
outcome or obtain favorable treatment. We do not allow anyone to falsify or conceal the improper use 
of our funds. 

For the avoidance of doubt, facilitation payments, which are payments to induce officials to perform 
routine functions they are otherwise delayed to perform, are also prohibited. 

22. Waivers of this Code of Business Conduct and Ethics
Any waiver of this Code for executive officers or directors may be made only by the Board and will be
promptly disclosed to stockholders, along with the reasons for the waiver, as required by the rules of
the SEC, the NASDAQ Stock Market and other applicable laws, rules and regulations.

23. Code of Business Conduct and Ethics for Suppliers and Business Partners
The Company is committed to business ethics and integrity, responsible sourcing and the safety and
wellbeing of workers across all of its supplier relationships, including our vendors and service
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providers, as well as their respective employees and agents (collectively, our “Suppliers and Business 
Partners”). Our commitment is reflected in a specific Code of Business Conduct and Ethics for Suppliers 
and Business Partners, which we provide to each of our Suppliers and Business Partners, and which 
establishes the minimum standards that must be met by them. 

Each Supplier and Business Partner is responsible for compliance with the standards set out in the Code 
of Business Conduct and Ethics for Suppliers and Business Partners throughout all of its facilities and 
operations. 

Reviewed and re-adopted by the Board on June 20, 2012; 
Reviewed and re-adopted by the Board on June 19, 2013; 
Reviewed and re-adopted by the Board on June 24, 2014; 
Reviewed and re-adopted by the Board on June 9, 2015; 
Reviewed and re-adopted by the Board on June 15, 2016; 
Reviewed and re-adopted by the Board on June 13, 2017; 
Reviewed and re-adopted by the Board on June 12, 2018; 
Reviewed and re-adopted by the Board on September 17, 2019; 
Reviewed and re-adopted by the Board on March 17, 2021; 
Amended and restated on March 23, 2022; 
Amended and restated on February 2, 2024;
Reviewed and re-adopted by the Board on June 12, 2024. 




